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HIPAA AND CONFIDENTIALITY
I. PURPOSE:  
The purpose of this policy is to identify DHSS policies adopted for compliance with HIPAA and its regulations and other applicable confidentiality laws.  
II. SCOPE:
Departmentwide.
III. DHSS POLICIES ADOPTED FOR COMPLIANCE WITH HIPAA:
1. Policy 5.9 Telecommuting
2. Policy 5.9A  Attachment - Telecommuting Agreement 

3. Policy 9.1 Orientation
4. Policy 9.2 Training Requirements and Records
5. Policy 10.4 Disciplinary Action
6. Policy 11.1 Use of Department Property
7. Policy 11.5 Personal Visitors
8. Policy 11.6 Code of Conduct – Confidential Information
9. Policy 11.6A Confidentiality Agreement
10. Policy 11.11 Conflict of Interest
11. Policy 11.11A  Attachment - Statement of No Conflict of Interest
12. Policy 11.20 Employee Identification Badges
13. Policy 11.20 A  Attachment - Employee Identification Badge Replacement Request

14. Policy 11.27 Confidential Records and Information - Work Environment
15. Policy 11.28 Employee Privacy in the Workplace
16. Policy 12.5 Protection from Retaliation
17. Policy 13.1 Termination Types
18. Policy 13.2 Terminating Employment Checklist
19. Policy 18.3 Annual Policy and Training Requirements
20. Policy 18.3A  Attachment - Annual Policy Review Checklist 

21. Policy 19.1 Purpose of Chapter 19: HIPAA and Confidentiality
22. Policy 19.2 HIPAA Definitions
23. Policy 19.3 HIPAA Determinations by DHSS
24. Policy 19.4 HIPAA Policies and Procedures
25. Policy 19.5 Accounting for Disclosures
26. Policy 19.6 (reserved)
27. Policy 19.7 Event Report
28. Policy 19.7CE  Attachment - Event Report for DHSS Covered Entities
29. Policy 19.7O  Attachment - Event Report for other DHSS entities
30. Policy 19.8 Breach Notification
31. Policy 19.8A  Attachment - Action Report form
32. Policy 19.8B  Attachment - Event Review/Risk Assessment
33. Policy 19.8C  Attachment - Breach Notification Flowchart
34. Policy 22.1 Information Technology Use Policy, Guidelines and Processes (9.01.13)
35. Policy 22.2  Security Policies and Rules (9.01.13)

36. Policy 22.3  Computer Eqipment Management (9.01.13)
37. Policy 22.4  Software Use Policy (9.01.13)

38. Policy 22.5  Portable Electronic Device Policy (9.01.13)
39. Policy 22.6 Information Security Incident Reporting (9.01.13)
40.  Policy 22.7 Policy  Customer Service Request/Information Technology Advisory Committee  (11-08-13) Attachment A-Customer Service Request (CSR) Form (10-2013)
IV. POLICY:
All employees and workforce members are expected to comply with all applicable Department policies and procedures.  All supervisory staff and management are to assure that employees and workforce members are fully aware of and understand the policies and the importance of maintaining privacy and confidentiality of protected health information, personal information, and other sensitive or otherwise confidential information.
V. RECORDS RETENTION:
Copies of all applicable policies will be maintained for at least six (6) years as required by 45 CFR 164.530(j).
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